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          Appendix No. 3
        






  to the Rules for complaint consideration

 
QUESTIONNAIRE No. 2

 
To a complaint with entry No. …………………….……………………………………………………
Client (account holder) …………..…………….………………………………………………………
Represented by …………..…………….………………………………………………………
The objection was filed by …………..…………….………………………………………………………
in his capacity as …………..…………….………………………………………………………
 

1. When and who established the unauthorized transfer in the amount of …………..  from account with IBAN ………………………………………… to IBAN …………………………

 

	 

 

 


 

 

2. Is there a specific computer from which transfers via internet banking are usually ordered?

	 


 

3. Where is the computer from which transfers via internet banking are usually ordered?

	 


 

4. Who has access to the computer from which transfers via Internet banking are usually ordered?

	 


 

5. Are orders for transfers via internet banking made from other computers (other than the usual ones)?

	 


 

6. Which employees are authorized to make payments via internet banking? 

	 


 

7. Is the device that reads the QES (Card reader or USB dongle) permanently connected to the computer from which transfers via Internet banking are usually ordered? 

	 


 

8. Where is the QES kept and by whom?

	 


 

9. Do you have business or trade relations with the recipient of the ordered amount?

	 


 

10. Have you seen any unusual messages or screens differing from the standard internet banking screen of the Bank?
	 


 

11. Have the services of external IT specialists been used for the installation or use of the service?

	 


 

 

date: ……………….. name: …………………………………………. signature: ……….......        
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